Key questions on the Digital ID Accreditation Rules
When providing your feedback, please provide specific references to the Accreditation Rules and a description of how the change would benefit the accreditation scheme.

Chapter 1 free text response

Please add additional rows as required.
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Chapter 2 free text response

Please add additional rows as required.
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Chapter 3

	Rule/Section 
	Guide Question
	Your response

	Chapter 3
	1. Do you agree with the changes to the assurance assessments and kinds of systems testing required by the rules?
	

	Chapter 3
	2. If you answered no to the above question, please provide your reasoning.
	

	Chapter 3
	3. Do you have any feedback or suggestions regarding the proposed rules in Chapter 3?
	


Chapter 3 free text response

Please add additional rows as required.
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Chapter 4

Protective Security
	Rule/Section 
	Guide Question
	Your response

	4.10 and 4.29
	4. Do you think the wording of ‘likely to adversely affect individuals’ in rules 4.10 and 4.29 is appropriate? 
	

	4.3
	5. Do you agree with the 31 December 2024 timeframe for transitioning to ISO270001:2022?
	

	4.3
	6. Are there any risks or issues with this transition timeframe?
	

	4.17 (and 3.5)
	7. Do you agree with the implementation of the new Essential Eight requirements as currently drafted in the Accreditation Rules?
	

	4.17 (and 3.5)
	8. If you answered no to the above question, please provide your reasoning.
	

	4.17 (and 3.5)
	9. Do you have any feedback or suggestions regarding the Essential Eight rules?
	

	Chapter 4, Part 1
	10. Do you have any feedback regarding the proposed updates to the protective security rules?
	


Chapter 4 - protective security free text response

Please add additional rows as required.
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Fraud

	Rule/Section 
	Guide Question
	Your response

	Chapter 4, Part 2
	11. Do you agree to the change of policy relating to fraud?
	

	Chapter 4, Part 2
	12. If you answered no to the above question, please provide your reasoning.
	

	Chapter 4, Part 2
	13. Do you have any feedback related to how this section of the Accreditation rules could better achieve its aim?
	


Chapter 4 – Fraud free text response

Please add additional rows as required.
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	Page/Section/Topic
	Your response

	
	
	

	
	
	


Privacy

	Rule/Section 
	Guide Question
	Your response

	4.38
	14. Do you agree that the data minimisation principle as drafted is able to satisfy the aims outlined above?
	

	4.38
	15. If you answered no to the above question, please provide your reasoning.
	

	4.38
	16. Are there any specific risks or issues with the rule as drafted?
	

	4.38
	17. What are your recommendations (if any) to improve the data minimisation principle?
	

	4.43 and 4.44
	18. Are there any international standards for ethical policies or plans that you think entities must take into account when retaining and analysing biometric information for the purposes of fraud detection, prevention or investigation?
	

	4.43 and 4.44
	19. Do you have any suggestions or feedback regarding the Rules for the safe retention of biometric information for fraud or testing purposes?
	


Chapter 4 – Privacy free text response

Please add additional rows as required.
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Usability and Accessibility

	Rule/Section 
	Guide Question
	Your response

	4.46
	20. Do you agree with the updated WCAG rule?
	

	4.46
	21. If you answered no to the above question, please provide your reasoning.
	

	4.46
	22. Do you have any feedback or suggestions regarding the updated WCAG rule?
	


Chapter 4 – Usability and accessibility free text response

Please add additional rows as required.
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Chapter 5
Identity Service Providers
	Rule/Section 
	Guide Question
	Your response

	5.2
	23. Do you agree with the inclusion of the rule for accredited identity service providers requiring them not to generate a Digital ID for an individual under 14 years?
	

	5.2
	24. Do you agree with the age of consent for the creation and use of a digital ID being changed to 14 years of age?
	

	5.2
	25. If you answered no to the above questions, please provide your reasoning
	

	Chapter 5, Part 2, Division 1
	26. Do you agree with the inclusion of one-off digital IDs?
	

	Chapter 5, Part 2, Division 1
	27. If you answered no to the above question, please provide your reasoning
	

	Chapter 5, Part 2, Division 1
	28. Are there any risks or issues with the controls for the one-off digital ID service?
	

	Chapter 5, Part 2, Division 3, Subdivision 1
	29. Are there any risks or issues with the proposed verification rules?
	

	Chapter 5, Part 2, Division 3, Subdivision 1
	30. Do you have any proposals or suggestions for further clarifications for the verification rules?
	

	5.24, 5.30 and 5.31
	31. Do you agree with the inclusion of eIDVT as a biometric matching method at IP2 plus only?
	

	5.24, 5.30 and 5.31
	32. If you answered no to the above question, please provide your reasoning
	

	5.24, 5.30 and 5.31
	33. Are there any risks or issues with the proposed inclusion of eIDVT as a biometric matching method at IP2 Plus only?
	

	5.24, 5.30 and 5.31
	34. What are your thoughts on allowing eIDVT to meet the biometric binding requirements for IP3?
	

	5.24, 5.30 and 5.31
	35. Are there any risks or issues with the proposed rules regarding the testing of eIDVT? Please refer to specific rules in your feedback where possible.
	

	5.24, 5.30 and 5.31
	36. eIDVT has been restricted to Australian drivers licences and Australian passports. Do you think it should be expanded to other credentials in Schedule 1 Credential Requirements (such as proof of age cards)?
	

	5.24, 5.30 and 5.31
	37. eIDVT could be used for the verification of foreign identity credentials in the future, do you think there is room to expand the digital ID identity proofing rules to include the proofing of foreign credentials?
	

	5.31
	38. Do you have any feedback or suggestions regarding the proposed document liveness rules?
	


Chapter 5 – ISP rules free text response

Please add additional rows as required.
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Attribute Service Providers

	Rule/Section 
	Guide Question
	Your response

	Chapter 5, Part 3
	39. Do you have any feedback or suggestions regarding the proposed rules for Attribute Service Providers?
	


Chapter 5 – ISP rules free text response

Please add additional rows as required.
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Authentication Management Standard

	Rule/Section 
	Guide Question
	Your response

	Chapter 5, Part 4, Division 4
	40. Do you agree with the inclusion of in-device biometric capability as a method of unlocking authentication factors up to AL2?
	

	Chapter 5, Part 4, Division 4
	41. If you answered no to the above question, please provide your reasoning
	

	Chapter 5, Part 4, Division 4
	42. Do you have any feedback or suggestions regarding the proposed rules for the inclusion of in-device biometric capability for authentication?
	


Chapter 5 – Authentication Management Standards free text response

Please add additional rows as required.
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Identity Exchanges
	Rule/Section 
	Guide Question
	Your response

	Chapter 5, Part 5
	43. Do you have any feedback or suggestions regarding the proposed rules for identity exchanges?
	


Chapter 5 – Identity Exchange free text response

Please add additional rows as required.
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Chapter 6
	Rule/Section 
	Guide Question
	Your response

	6.1 and 6.2
	44. Are there any risks or issues with the proposed rules for material changes assessment during the annual review?
	

	6.1 and 6.2
	45. Do you have any feedback or suggestions regarding the proposed rules for annual assessments?
	

	6.3 and 6.4
	46. Do you agree with the policy requiring the protective security and fraud assurance assessments to be conducted at a 2 year cycle?
	

	6.3 and 6.4
	47. Please provide any detailed feedback or suggestions regarding the change to a 2 year assessment cycle.
	


Chapter 6 – free text response

Please add additional rows as required.
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Additional feedback

Please add additional rows as required.
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